FRAUD ALERT
Our office has been notified of several instances of fraudulent purchase orders being distributed to vendors, unbeknownst to the Port of Houston Authority (“POHA”).
The fraudulent orders appear to utilize an altered or reconstruction of an actual POHA purchase order with slight variations made to actual staff email addresses. The orders also contain a delivery address that is controlled by the perpetrator, not the POHA. The purchase orders contain incorrect email address extensions and incorrect purchase order numbers. In addition, some of the delivery addresses appear to be actual business addresses. So far, all fraudulent purchase orders have contained IT-related commodity items.
Example of fraudulent email address:
jdoe@pohauthority.com

WHAT YOU CAN DO
· Please notify all relevant procurement, legal, accounting and internal audit staff, as well as CFOs, to be cautious of any such purchase orders.
· [bookmark: _GoBack]If you have any questions regarding the authenticity of a purchase order, contact the Procurement Services department @ 713-670-2464.
If you have any questions about this message, please email procurement@poha.com.
